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CONGESTION AND ANALYTICS BASED
ACCESS SELECTION CONTROL

BACKGROUND

This application relates generally to communication sys-
tems, and, more particularly, to load balancing between
mobility networks and Wifi networks.

Wireless communication systems provide wireless con-
nectivity to user equipment (UE) using a network of intercon-
nected access nodes and/or base stations. UEs may imple-
ment transceivers that include a transmitter for transmitting
uplink signals towards the network (reverse link) and a
receiver for receiving downlink signals transmitted by the
network (forward link). Communication over the air interface
between a UE and the access nodes or base stations take place
according to various agreed-upon standards and/or protocols.
For example, the Third Generation Partnership Project
(3GPP, 3GPP2) has specified a set of standards for a packet-
switched wireless communication system referred to as Long
Term Evolution (LTE). The LTE standards support access
schemes including single-carrier frequency division multiple
access (SC-FDMA). Multiple users can concurrently access
the SC-FDMA network using different sets of non-overlap-
ping Fourier-coefficients or sub-carriers. Wifi networks also
allow electronic devices to exchange data and/or connect to
the external networks (e.g., the Internet) wirelessly using
radio waves. A Wi-Fi network may include any Wireless
Local Area Networks (WLAN) products that are based on the
Institute of FElectrical and Electronics Engineers (IEEE)
802.11 standards.

3GPP has defined an Access Network Discovery and
Selection (ANDSF) function that allows mobile network
operators to specity policies to UEs on the technology that the
UEs should select for service. At the present time, the policy
choice is principally between receiving service on the mobil-
ity network (e.g., 3GPP) or on one or more Wifi networks. The
ANDSF function provides a mechanism for the mobile net-
work operator to specify the conditions under which a UE
should select a particular access. An example ANDSF func-
tion utilizes Open Mobile Alliance-Device Management
(OMA-DM) as a transport mechanism for sending policies to
a UE, and as a result, supports only a fairly static set of rules
(e.g., policy rules changeable on the order of ~30 min or
greater).

ANDSF policies may be based on a combination of ana-
Iytics information about the subscriber and analytics infor-
mation about the network (hereinafter subscriber analytics
and network analytics). Subscriber analytics may include
Quality of Experience metrics, subscriber analysis metrics,
wireless service metrics and the like. Quality of Experience
(QoE) is a subjective measure of a subscriber’s experience
with a service. QoE attempts to measure metrics that a sub-
scriber customer will directly perceive as a quality parameter.
For example, QoE may indicate whether video stalled during
a prior (e.g., last) subscriber Pay Per View (PPV) video ses-
sion on Wifi, whether the subscriber has been complaining on
an online social networking service and/or microblogging
service (e.g., Twitter) about the operator Wifi service and/or
has greater than a certain number of followers (e.g., >10K
followers), and the like. Subscriber analysis metrics attempt
to provide measures that indicate subscriber customer behav-
iors. For example, subscriber analysis may indicate whether a
subscriber performed recent internet searches for an alternate
mobile carrier, whether a subscriber is using network operator
applications, whether a subscriber searches for a particular
item above a threshold (e.g., chronically searches for on-line
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coupons/discounts), whether a subscriber is a big (i.e., above
a threshold) purchaser of network operator sponsored con-
tent, subscriber loyalty, subscriber application tendencies
(e.g., video? other particular service?), and the like. Wireless
service metrics provide measures associated with wireless
service usage of a subscriber. For example, wireless service
metrics may include subscriber usage/quota information,
subscriber calls to Customer Care (e.g., existence, numeros-
ity, content, and the like), subscriber data rates experienced,
and the like.

Network analytics provide measures associated with
operation of the wireless network. For example, network
analytics may include and indicate cell hardware load, signa-
tures on known issues (e.g., Access Point Name (APN) con-
figuration, virus, bad hardware, 3GPP air interface bearer
plane loading, etc.), Denial of Service (DoS) Attack/s, adja-
cent cell air-interface bearer plane loading, unexplained per-
formance degradation/s, per-cell video/audio quality metrics,
core network signaling load surge/s, occurrence of major
event/s in an area, network element outage/s, Wifi loading,
and the like.

Such analytics information may be measured and/or col-
lected from time-to-time in an on-going manner and thus be
considered dynamic subscriber analytics and dynamic net-
work analytics. As mentioned above, ANDSF policies may be
established based on a combination of subscriber analytics
information and the network analytics information. As but
one example, a mobile network operator may wish to estab-
lish policies that more aggressively pushes to Wifi networks
subscribers that stream large amounts of video, while prefer-
entially keeping on the 3GPP network subscribers that have
recently complained to customer care about Wifi perfor-
mance.

In 3GPP R11, the result from considering relevant analyt-
ics information inputs to the ANDSF Server is an ANDSF
policy which indicates a ranked list of access options. The
ANDSF policy may be sent to the UE in the managed object
via the S14 interface. The complexity associated with analyt-
ics based policy decisions made in the ANDSF server for the
construction of the ANDSF policy is not visible to the UE.

3GPP and industry groups like 4G Americas have been
looking at mechanisms to dynamically load balance between
3GPP and Wifi. A leading candidate method involves: broad-
cast/sending of 3GPP cell loading information to the UE;
broadcast/sending of a threshold value/s for a signal strength
parameter/s to the UE; broadcast/sending of a cell loading
threshold to the UE; and the UE thereafter considering itself
a candidate for Wifi off-load if its measured signal strength
and the received loading cross the received threshold values.

SUMMARY OF EMBODIMENTS

The following presents a simplified summary of the dis-
closed subject matter in order to provide a basic understand-
ing of some aspects of the disclosed subject matter. This
summary is not an exhaustive overview of the disclosed sub-
ject matter. It is not intended to identify key or critical ele-
ments ofthe disclosed subject matter or to delineate the scope
of the disclosed subject matter. Its sole purpose is to present
some concepts in a simplified form as a prelude to the more
detailed description that is discussed later.

As discussed herein, a problem with the above identified
leading candidate method and similar solutions for load bal-
ancing is that they destroy the value of ANDSF analytics
based access selection. An ANDSF policy that details a
ranked list of access options based on analytic information is
provided to the UE. The complexity associated with analytics
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based policy decisions made in the ANDSF server is not
visible to the UE. Accordingly, subsequent considerations
that affect the access selection should be reflected in the
policy rules because, without this, the nuances applied in the
ANDSF server to differentiate access selection are lost.

For example, if some subscribers have historically been
heavy video users and other subscribers have complained to
customer care about poor experiences on Wifi, the mobile
network operator may wish to differentiate access selection
for these two types of subscribers. Accordingly, the mobile
network operator may wish to establish the following exem-
plary policies in the ANDSF server:

serve all users on 3GPP when real-time cell loading is low;

push heavy video users to Wifi when real-time cell loading

increases while preferentially keeping Wifi-complainers
on 3GPP; and

push Wifi complainers to Wifi only if real-time loading gets

heavy.

With the 3GPP R11 ANDSF managed object, support for
such a policy is not possible if the criteria for dealing with the
loading information are conveyed to the UE outside of the
policies sent to the UE by the ANDSF server. As a result, the
UE does not have sufficient information to treat the two
subscriber types (i.e., heavy video users and Wifi-complain-
ers) differently as a function of loading. Subscriber types may
be determined by the ANDF server based on an analysis of
subscriber activity, for example comparison of activity levels
to established thresholds.

The disclosed subject matter is directed to addressing the
effects of one or more of the problems set forth above.

In one embodiment, a method comprises obtaining from an
Access Network Discovery and Selection (ANDSF) server an
ANDSF policy specifying a rule for access selection, the rule
specifying one or more attributes to be compared to a corre-
sponding one or more expressions, at least one of the corre-
sponding one or more expressions being a sum of a corre-
sponding threshold parameter and a corresponding offset
parameter; obtaining one or more threshold parameter values;
obtaining at least one offset parameter value; and determining
the access selection based on the at least one rule, the one or
more threshold parameter values, and the at least one offset
parameter value.

In one embodiment, the method receives the ANDSF
policy at a user equipment (UE).

In one embodiment, the method obtains the one or more
threshold parameter values by receiving at a user equipment
(UE) the one or more threshold parameter values from the
ANDSF server, or receiving at the user equipment (UE) the
one or more threshold parameter values from the network
loading server.

In one embodiment, the method obtains the at least one
offset parameter value by receiving at a user equipment (UE)
the at least one offset parameter value from a network loading
server, or receiving at the user equipment (UE) the at least one
offset parameter value from the ANDSF server.

In one embodiment obtaining the at least one offset param-
eter value includes determining that the at least one offset
parameter value is Zero when the at least one offset parameter
value is not received from the ANDSF server or a network
loading server.

In one embodiment, determining the access selection
based on the at least one rule, the one or more threshold
parameter values, and the at least one offset parameter value
includes determining that a user equipment (UE) should
access a WLAN network or a 3GPP network.

In one embodiment, determining the access selection
based on the at least one rule, the one or more threshold
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parameter values, and the at least one offset parameter value
includes comparing a measured value for the one or more
attributes to the corresponding one or more thresholds with at
least one of the corresponding one or more thresholds
adjusted by the at least one offset.

In one embodiment, determining the access selection
based on the at least one rule, the one or more threshold
parameter values, and the at least one offset parameter value
includes determining to access a WLAN network or a 3GPP
network based on a result of the comparing.

In one embodiment the method may include accessing a
WLAN network or a 3GPP network based on the access
selection. In another embodiment the method may determine
the access selection based on the at least one rule, the one or
more threshold parameter values, and the at least one offset
parameter value by performing an evaluation of the rule uti-
lizing a measured value for the one or more attributes, the one
ormore threshold parameter values, and the at least one offset
parameter value for the one or more expressions.

An apparatus embodiment may include a processor and a
memory communicatively connected to the processor,
wherein the processor may be configured to perform any of
the methods described above.

BRIEF DESCRIPTION OF THE DRAWINGS

The disclosed subject matter may be understood by refer-
ence to the following description taken in conjunction with
the accompanying drawings, in which like reference numer-
als identify like elements, and in which:

FIG. 1 conceptually illustrates one example embodiment
of a wireless communication system according to the prin-
ciples of the invention;

FIG. 2 conceptually illustrates one exemplary embodiment
of'a method that may be implemented in an apparatus, such as
the UE shown in FIG. 1, according to the principles of the
invention; and

FIG. 3 depicts a high-level block diagram of a computer
suitable for use in performing functions described herein.

While the disclosed subject matter is susceptible to various
modifications and alternative forms, specific embodiments
thereof have been shown by way of example in the drawings
and are herein described in detail. It should be understood,
however, that the description herein of specific embodiments
is not intended to limit the disclosed subject matter to the
particular forms disclosed, but on the contrary, the intention is
to cover all modifications, equivalents, and alternatives fall-
ing within the scope of the appended claims.

DETAILED DESCRIPTION OF SPECIFIC
EMBODIMENTS

Iustrative embodiments are described below. In the inter-
est of clarity, not all features of an actual implementation are
described in this specification. It will of course be appreciated
that in the development of any such actual embodiment,
numerous implementation-specific decisions should be made
to achieve the developers’ specific goals, such as compliance
with system-related and business-related constraints, which
will vary from one implementation to another. Moreover, it
will be appreciated that such a development effort might be
complex and time-consuming, but would nevertheless be a
routine undertaking for those of ordinary skill in the art hav-
ing the benefit of this disclosure. The description and draw-
ings merely illustrate the principles of the claimed subject
matter. It should thus be appreciated that those skilled in the
art may be able to devise various arrangements that, although
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not explicitly described or shown herein, embody the prin-
ciples described herein and may be included within the scope
of the claimed subject matter. Furthermore, all examples
recited herein are principally intended to be for pedagogical
purposes to aid the reader in understanding the principles of
the claimed subject matter and the concepts contributed by
the inventor(s) to furthering the art, and are to be construed as
being without limitation to such specifically recited examples
and conditions.

The disclosed subject matter is described with reference to
the attached figures. Various structures, systems and devices
are schematically depicted in the drawings for purposes of
explanation only and so as to not obscure the description with
details that are well known to those skilled in the art. Never-
theless, the attached drawings are included to describe and
explain illustrative examples of the disclosed subject matter.
The words and phrases used herein should be understood and
interpreted to have a meaning consistent with the understand-
ing of those words and phrases by those skilled in the relevant
art. No special definition of a term or phrase (i.e., a definition
that is different from the ordinary and customary meaning as
understood by those skilled in the art) is intended to be
implied by consistent usage of the term or phrase herein. To
the extent that a term or phrase is intended to have a special
meaning (i.e., a meaning other than that understood by skilled
artisans) such a special definition is expressly set forth in the
specification in a definitional manner that directly and
unequivocally provides the special definition for the term or
phrase. Additionally, the term, “or,” as used herein, refers to a
non-exclusive “or,” unless otherwise indicated (e.g., “or else”
or “or in the alternative”). Also, the various embodiments
described herein are not necessarily mutually exclusive, as
some embodiments can be combined with one or more other
embodiments to form new embodiments.

As discussed herein, provided are methodology and appa-
ratuses for combining longer-term analytics based policy for
access selection with dynamic load balancing in a synergistic
manner.

FIG. 1 conceptually illustrates one example embodiment
of a wireless communication system according to the prin-
ciples of the invention. The wireless communication system
100 includes a User Equipment (UE) 102, Wireless Local
Access Network (WLAN) 110, and Third Generation Part-
nership Project (3GPP) Network 120.

UE 102 may implement transceivers that include transmit-
ters for transmitting uplink signals towards the WLAN net-
work 110 and 3GPP network 120 (via reverse link) and
receivers for receiving downlink signals transmitted by the
WLAN and 3GPP networks (via forward link). Toward that
end, UE 120 includes ANDSF client 104 for interfacing with
the 3GPP network and WL AN client 106 for interfacing with
the WLAN network. Communication over the air interface
between a UE and the respective networks takes places
according to various agreed-upon standards and/or protocols.
For example, UE 102 may be a cellular phone, a smart phone,
atablet computer, a laptop computer, or the like. The ANDSF
client 104 may utilizes the ANDSF policy and threshold
offsets as described herein to determine the access selection.

WLAN 110 includes an access point 112 by which the UE
connects with the WLAN network and a Trusted Wireless
Access Gateway (TWAG) 114 which routes packets from the
WLAN 110 to 3GPP network 120. The typical operation of
WLAN 110, access point 112 and TWAG 114, and the inter-
connection of WLAN elements will be understood by one
skilled in the art.

3GPP network 120 includes 3GPP access node 122, net-
work loading server 124, a Packet Data Network (PDN) Gate-
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6

way (PGW) 126, and Access Network Discovery and Selec-
tion (ANDSF) Server 128 which are communicatively
interconnected. The 3GPP access node 120 (e.g., NodeB,
eNodeB) provides the hardware and functionality for com-
municating directly between the UE and the 3GPP network.
The network loading server 124 provides real time load and
threshold offsets based on the loading condition of the net-
work, which offsets are provided to the UE. The PGW 126
provides access from the 3GPP network to a Packet Data
Network (PDN) (not shown). The PDN may be any suitable
type of packet data network which may be accessible via
PGW 126 (e.g., the Internet, one or more private packet
networks, or the like, as well as various combinations
thereof). The ANDSF server is used to specify policies for
UESs on the technology that the UEs should select for service.
The conventional operations of 3GPP network 120, and net-
work elements 3GPP access node 122, network loading
server 124, a PGW 126, and ANDSF Server 128 will be
understood by one skilled in the art.

UE 102 communicates over the air interface to access
nodes 112 or base stations 122 according to various agreed-
upon standards and/or protocols. The UE may obtain mea-
surements from a variety of sources. For example, the UE 102
may receive Wifi information from access point 112, (e.g., a
Hotspot 2.0 compliant access point). Wifi information may
include air-interface loading (e.g., BSS_I.oad), backhaul
loading (including WAN metrics), venue data (e.g., residen-
tial, public high school, library, etc.), and the like. For
instance, the UE 102 may obtain local information from itself
(e.g., battery status, upload buffer status, other statuses, etc.)
For example, the UE may obtain mobility network informa-
tion through measurement by the UE (e.g., signal strength and
the like), and/or receipt from the mobility network (e.g.,
broadcast of cell loading and the like).

Persons of ordinary skill in the art having benefit of the
present disclosure should appreciate that the standards or
protocols are intended to be exemplary and alternative
embodiments may use other standards or protocols for sup-
porting communication within the wireless communication
system 100.

The ANDSF server 128 formulates an ANDSF policy for
off-loading the UE to Wifi based on analytics information
from a variety of sources 140. Sources of analytics informa-
tion may include a UE with ANDSF 142, network analytics
144, subscriber analytics 144, network operator policy 148,
and the like. The ANDSF policy sent to the UE is a ranked list
of'access options with rules stipulating when and where that
ranking should be applied. At least one ANDSF policy rule
that is based on a threshold of a network loading information
parameter is augmented to be additionally based on an offset
to that threshold. For example, as detailed and described
earlier, analytics may indicate heavy video users and Wifi
complainers, for which the network operator may wish to
specify different policies for access selection. For dynamic
load balancing purposes, the ANDSF policy is defined by one
or more rules by which one or more parameters are judged
against corresponding threshold/s, which threshold/s may be
further adjusted by an offsets. In particular, an ANDSF policy
specifies a rule for access selection. The rule specifies one or
more attributes to be compared to a corresponding one or
more expressions. At least one of the corresponding one or
more expressions is a sum of a corresponding threshold
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parameter and a corresponding offset parameter. For
example, an ANDF policy sent for the Wifi complainer could
include the rule:

Select 3GPP IF cell_loading<70%+Offset;

Select 3GPP IF 70%+Offset<cell loading<80%+Offset
AND Battery<30%;

ELSE select WLAN 1 IF available.

Thus for the Wifi complainer, in the first instance, access
selection is based on whether cell loading is above the cell
loading threshold (70%) plus an offset to the cell loading
threshold. In the first instance, the cell loading attribute is
compared to the corresponding expression 70%-+offset. The
expression is a sum of a corresponding threshold parameter
(70%) and the corresponding offset parameter (offset). The
ruleis obtained as part of the ANDSF policy from the ANDSF
server 128. The value of offset to the cell loading threshold is
obtained from the network loading server 124. Battery is
another attribute and refers to the battery power status of the
UE. The battery attribute is compared to the expression 30%.
This expression comprises a threshold parameter 30% and
does not include an offset parameter.

For the heavy video user, an example ANDSF policy which
would treat the heavy video user differently from the Wifi
complainer could include the rule:

Select 3GPP IF cell_loading<50%+Offset;

Select 3GPP IF 50%+Offset<cell loading<60%+Offset
AND Battery<30%;

ELSE select WLAN 1 IF available.

Thus for the heavy video user, in the first instance, access
election is based on whether cell loading is above the cell
loading threshold (50%) plus an offset to the cell loading
threshold.

The thresholds (e.g., 50%, 70%, 80%, etc.) are specified in
the ANDSF policy and differentiated according to the sophis-
ticated analytics. Naturally, a threshold may take any value.
Because the thresholds are in policy, they are relatively static.
The thresholds enable per-subscriber, per-application or per-
flow differentiation. The determination of a conventional
ANDSF policy and the establishment of rules for access
selection based on comparison of one or more parameters to
thresholds are understood by one skilled in the art of the
invention. Note that thresholds for load balancing cannot
simply be broadcast/sent from the network, independent of
the per-UE, per-application or per-flow ANDSF policy with-
out losing the nuances applied by the ANDSF policy to dif-
ferentiate access selection Accordingly, the provision of
dynamic control is still possible by sending/broadcasting oft-
sets instead of thresholds for attributes that require real-time
control to be used in conjunction with the thresholds of the
ANDSF policy for the subject attributes.

As described herein, conventional ANDSF policy is modi-
fied based on one or more offsets that adjust the comparison
to a threshold stated by a policy rules. Offsets are sent/broad-
cast according to dynamic loading information. The offsets
may be altered frequently (e.g., on the order of seconds or
some longer period) in order to provide network operators
with real-time control desirable for load balancing. The off-
sets can be adjusted based on measured congestion in the
3GPP network For example, the offset can be increased based
on congestion in the 3GPP network being above a first pre-
determined level and/or increasing in magnitude and the oft-
set can be decreased based on congestion in the 3GPP net-
work falling below a second predetermined level and/or
decreasing in magnitude.

ANDSEF is a tool that mobile network operators can use to
control where the subscriber receives service and thus impact
the subscriber experience. Additionally, mobile network
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operators also desperately need to manage their network
loading by dynamically balancing traffic between Wifi and
3GPP. The embodiments disclosed herein provide a way for
mobile network operators to support both of these impera-
tives.

FIG. 2 conceptually illustrates one exemplary embodiment
of'a method that may be implemented in an apparatus, such as
the UE shown in FIG. 1, according to the principles of the
invention. The methodology provided is based one or more of
the following principles:

measurements (e.g., BSS_Load, Battery Status, Cell Load-
ing, etc.) may come from one or more sources and can
change dynamically;

ANDSF policy specifies parameters and thresholds for
measurements obtained and details that at least one
threshold is to be offset when making a policy decision.
These parameters and thresholds help specify when the
UE selects Wifi access as opposed to 3GPP access;

offsets for the specified ANDSF policy may be sent
dynamically (via broadcast or unicast) to further support
Wifi vs 3GPP load balancing. Note that if no offset is
sent and/or received, load balancing will occur about the
ANDSF supplied threshold (for example, a default value
for the offset (e.g., 0) in the expression of the ANDSF
policy rule can be utilized).

processing of the measurements against parameters/
thresholds may occur in the ANDSF server or UE,
depending on the particular embodiment according to
the principles of the invention. For example, the network
loading server 124 is depicted in FIG. 1 as a stand-alone
entity that can communicate with the UE 102 over the
3GPP network 120 and via base station 122. However,
persons of ordinary skill in the art having benefit of the
present disclosure should appreciate that the network
loading server 124 may be deployed in different loca-
tions or in a distributed fashion at multiple locations in
alternative embodiments of the wireless communication
system 100. For example, embodiments of the network
loading server 124 may be implemented in a 3GPP
access node 122, in an ANDSF server 128 or at other
locations within the 3GPP network 120.

At 210, the method starts.

In operation 220, an ANDSF policy is obtained. The ANDSF
policy is obtained from an Access Network Discovery and
Selection (ANDSF) server. The ANDSF policy specifies a
rule for access selection. The rule specifies one or more
attributes to be compared to a corresponding one or more
expressions, at least one of the corresponding one or more
expressions being a sum of a corresponding threshold param-
eter and a corresponding offset parameter. Other of the
expressions comprising a rule may consist of only a corre-
sponding threshold parameter. For example, the ANDSF
policy obtained may detail SELECT 3GPP IF
cell_loading<cell load threshold#1+offset#1 for cell load
threshold; SELECT 3GPP IF cell load threshold#1+offset#1
for cell load threshold<cell loading<cell load threshold#2+
offset#2 for cell load threshold AND Battery<battery thresh-
old; ELSE SELECT WLAN 1 IF available.

In operation 230, one or more threshold parameter values
are obtained. For example, the values for cell load thresh-
old#1, cell load threshold#2, and battery threshold may be
obtained. Threshold parameter values may also be obtained in
conjunction with obtaining the ANDSF policy. For example,
the obtained ANDSF policy may detail SELECT 3GPP IF
cell_loading<70%-+offset#1 for cell load threshold; SELECT
3GPP IF 70%+offset#1 for cell load threshold<cell load-
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ing<80%-+offset#2 for cell load threshold AND Bat-
tery<30%; ELSE SELECT WLAN 1 IF available.

In operation 240, at least one offset parameter value is
obtained. One of the threshold parameter values and the offset
parameter value is received from the ANDSF server. The
other of threshold parameter value and the offset parameter
value is received from the network loading server. In other
word, which parameter value is nominally called the thresh-
old and which is nominally called the offset is not material to
the principles of the invention.

In operation 250, the access selection is determined based
on the at least one rule, the one or more threshold parameter
values, and the at least one offset parameter value as described
above.

In operation 260, a network is accessed based on the access
selection that is determined. For example, the UE may access
the Wifi network or the 3GPP network based on the ANDSF
policy decision.

At 270 the method ends.

FIG. 3 depicts a high-level block diagram of a computer
suitable foruse in performing functions described herein. The
computer 300 includes a processor 302 (e.g., a central pro-
cessing unit (CPU) or other suitable processor(s)) and a
memory 304 (e.g., random access memory (RAM), read only
memory (ROM), and the like).

The computer 300 also may include a cooperating module/
process 305. The cooperating process 305 can be loaded into
memory 304 and executed by the processor 302 to implement
functions as discussed herein and, thus, cooperating process
305 (including associated data structures) can be stored on a
computer readable storage medium, e.g., RAM memory,
magnetic or optical drive or diskette, and the like.

The computer 300 also may include one or more input/
output devices 306 (e.g., a user input device (such as a key-
board, a keypad, a mouse, and the like), a user output device
(such as a display, a speaker, and the like), an input port, an
output port, a receiver, a transmitter, one or more storage
devices (e.g., a tape drive, a floppy drive, a hard disk drive, a
compact disk drive, and the like), or the like, as well as various
combinations thereof).

It will be appreciated that computer 300 depicted in FIG. 3
provides a general architecture and functionality suitable for
implementing functional elements described herein or por-
tions of functional elements described herein. For example,
the computer 300 provides a general architecture and func-
tionality suitable for implementing one or more of UE 102,
access point 112, TWAG 110, 3GPP access node 122, net-
work loading server 124, PGW 126 and ANDSF server 128,
one or more elements of WLAN 110, one or more elements of
3GPP network 120, or the like.

The methodology and apparatuses provided herein allow
for analytics based, subscriber, application and flow differen-
tiated WL AN off-load policy, while at the same time allowing
dynamic load balancing.

It will be appreciated that the functions depicted and
described herein may be implemented in hardware or a com-
bination of software and hardware, e.g., using a general pur-
pose computer, via execution of software on a general pur-
pose computer so as to provide a special purpose computer,
using one or more application specific integrated circuits
(ASICs) or any other hardware equivalents, or the like, as well
as various combinations thereof.

It will be appreciated that at least some of the method steps
discussed herein may be implemented within hardware, for
example, as circuitry that cooperates with the processor to
perform various method steps. Portions of the functions/ele-
ments described herein may be implemented as a computer
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program product wherein computer instructions, when pro-
cessed by a computer, adapt the operation of the computer
such that the methods or techniques described herein are
invoked or otherwise provided. Instructions for invoking the
inventive methods may be stored in fixed or removable media,
transmitted via a data stream in a broadcast or other signal
bearing medium, or stored within a memory within a com-
puting device operating according to the instructions.

Portions of the disclosed subject matter and corresponding
detailed description are presented in terms of software, or
algorithms and symbolic representations of operations on
data bits within a computer memory. These descriptions and
representations are the ones by which those of ordinary skill
in the art effectively convey the substance of their work to
others of ordinary skill in the art. An algorithm, as the term is
used here, and as it is used generally, is conceived to be a
self-consistent sequence of steps leading to a desired result.
The steps are those requiring physical manipulations of
physical quantities. Usually, though not necessarily, these
quantities take the form of optical, electrical, or magnetic
signals capable of being stored, transferred, combined, com-
pared, and otherwise manipulated. It has proven convenient at
times, principally for reasons of common usage, to refer to
these signals as bits, values, elements, symbols, characters,
terms, numbers, or the like.

It should be borne in mind, however, that all of these and
similar terms are to be associated with the appropriate physi-
cal quantities and are merely convenient labels applied to
these quantities. Unless specifically stated otherwise, or as is
apparent from the discussion, terms such as “processing” or
“computing” or “calculating” or “determining” or “display-
ing” or the like, refer to the action and processes of a computer
system, or similar electronic computing device, that manipu-
lates and transforms data represented as physical, electronic
quantities within the computer system’s registers and memo-
ries into other data similarly represented as physical quanti-
ties within the computer system memories or registers or
other such information storage, transmission or display
devices.

Note also that the software implemented aspects of the
disclosed subject matter are typically encoded on some form
of storage medium or implemented over some type of trans-
mission medium. The storage medium, such as a non-transi-
tory storage medium, may be magnetic (e.g., a floppy disk or
a hard drive) or optical (e.g., a compact disk read only
memory, or “CD ROM”), and may be read only or random
access. Similarly, the transmission medium may be twisted
wire pairs, coaxial cable, optical fiber, or some other suitable
transmission medium known to the art. The disclosed subject
matter is not limited by these aspects of any given implemen-
tation.

The particular embodiments disclosed above are illustra-
tive only, as the disclosed subject matter may be modified and
practiced in different but equivalent manners apparent to
those skilled in the art having the benefit of the teachings
herein. Furthermore, no limitations are intended to the details
of construction or design herein shown, other than as
described in the claims below. It is therefore evident that the
particular embodiments disclosed above may be altered or
modified and all such variations are considered within the
scope of the disclosed subject matter. Accordingly, the pro-
tection sought herein is as set forth in the claims below.

What is claimed:

1. A method comprising:

obtaining from an Access Network Discovery and Selec-

tion (ANDSF) server an ANDSF policy specifying a rule
for access selection, the rule specifying one or more
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attributes to be compared to a corresponding one or more
expressions, at least one of the corresponding one or
more expressions being a sum of a corresponding
threshold parameter and a corresponding offset param-
eter;

obtaining one or more threshold parameter values, wherein

obtaining the one or more threshold parameter values
comprises receiving at a user equipment (UE) the one or
more threshold parameter values from the ANDSF
server;

obtaining at least one offset parameter value more fre-

quently than obtaining the one or more threshold param-
eter values, wherein obtaining the at least one offset
parameter value comprises receiving at the user equip-
ment (UE) the at least one offset parameter value from a
network loading server; and

determining the access selection based on the at least one

rule, the one or more threshold parameter values, and the
at least one offset parameter value.
2. The method of claim 1 wherein obtaining the at least one
offset parameter value comprises altering the at least one
offset parameter value while the one or more threshold
parameter values remain static.
3. The method of claim 1 wherein obtaining the one or
more threshold parameter values comprises:
receiving at the user equipment (UE) the one or more
threshold parameter values from the ANDSF server, or

receiving at the user equipment (UE) the one or more
threshold parameter values from the network loading
server.

4. The method of claim 1 wherein obtaining the at least one
offset parameter value comprises:

determining that the at least one offset parameter value is

zero when the at least one offset parameter value is not
received from the ANDSF server or the network loading
server.

5. The method of claim 1 wherein determining the access
selection based on the at least one rule, the one or more
threshold parameter values, and the at least one offset param-
eter value comprises:

determining that the user equipment (UE) should access a

WLAN network or a 3GPP network.

6. The method of claim 1 wherein determining the access
selection based on the at least one rule, the one or more
threshold parameter values, and the at least one offset param-
eter value comprises:

comparing a measured value for the one or more attributes

to the corresponding one or more thresholds with at least
one of the corresponding one or more thresholds
adjusted by the at least one offset.

7. The method of claim 6 wherein determining the access
selection based on the at least one rule, the one or more
threshold parameter values, and the at least one offset param-
eter value comprises:

determining to access a WLAN network or a 3GPP net-

work based on a result of the comparing.

8. The method of claim 1 further comprising, accessing a
WLAN network or a 3GPP network based on the access
selection.

9. The method of claim 1 wherein determining the access
selection based on the at least one rule, the one or more
threshold parameter values, and the at least one offset param-
eter value comprises:
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performing an evaluation of the rule utilizing a measured
value for the one or more attributes, the one or more
threshold parameter values, and the at least one offset
parameter value for the one or more expressions.

10. The method of claim 1, wherein obtaining the at least
one offset parameter value comprises obtaining at least one
offset parameter value that has been altered in response to
changes in network congestion.

11. An apparatus comprising:

a processor and a memory communicatively connected to

the processor, the processor configured to:

obtain from an Access Network Discovery and Selection
(ANDSF) server an ANDSF policy specifying a rule
for access selection, the rule specifying one or more
attributes to be compared to a corresponding one or
more expressions, at least one of the corresponding
one or more expressions being a sum of'a correspond-
ing threshold parameter and a corresponding offset
parameter,

obtain one or more threshold parameter values, wherein
the processor is configured to receive the one or more
threshold parameter values from the ANDSF server;

obtain at least one offset parameter value more fre-
quently than obtaining the one or more threshold
parameter values, wherein the processor is configured
to receive the at least one offset parameter value from
a network loading server; and

determine the access selection based on the at least one
rule, the one or more threshold parameter values, and
the at least one offset parameter value.

12. The apparatus of claim 11 wherein the processor is
configured to alter the at least one offset parameter value
while the one or more threshold parameter values remain
static.

13. The apparatus of claim 11 wherein the processor is
configured to determine that the at least one offset parameter
value is zero when the at least one offset parameter value is
not received from the network loading server.

14. The apparatus of claim 11 wherein the processor is
configured to determine access should be via a WLAN net-
work or a 3GPP network.

15. The apparatus of claim 11 wherein the processor is
configured to compare a measured value for the one or more
attributes to the corresponding one or more thresholds with at
least one of the corresponding one or more thresholds
adjusted by the at least one offset.

16. The apparatus of claim 15 wherein the processor is
configured to determine to access a WLAN network or a
3GPP network based on a result of comparing the measured
value.

17. The apparatus of claim 11 wherein the processor is
configured to access a WLAN network or a 3GPP network
based on the access selection.

18. The apparatus of claim 11 wherein the processor is
configured to perform an evaluation of the rule utilizing a
measured value for the one or more attributes, the one or more
threshold parameter values, and the at least one offset param-
eter value for the one or more expressions.

19. The apparatus of claim 11, wherein the processor is
configured to obtain at least one offset parameter value that
has been altered in response to changes in network conges-
tion.



